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PREMESSA

I presente manuale adottato at sensi degli art. 3 ¢ 3 del DPCM del 03.12.2013 (Regole weniche per
. . o

it protocolio  informarico ai sensi deglt art. 40 bis, 4147, S7his e 71, del Codice

dell” Amministrazione Digitale di cui al D, lgs. 82:2005) descrive il sistema di gestione anche ai fim
della conservazione, det documenti informaticl ed analogict dell’ Azienda Ospedaliera Universitaria
Policlinico ~Paclo Giaccone™ di Palermo di scguito indicata come AOUP per brevita ¢ fornisce
istruziont per il corretto funzionamento del servizio aziendale per la tenuta del protocollo

informatico, della gestione dei lusst documentah e degli archivi,

ET uno strumento operativo necessario alla tenuta ¢ alla gestione det documenti.
[l manuale ¢ composto, olire che dal presente articolato. dagli allegati viportati nell’indice ¢he ne

fanno parte integranic.




PARTE PRIMA
Ambito di applicazione del manuale ¢ definizioni

L.1.Ambito di applicazione

I presente Manuale di gestione dei documenti ¢ adoltato ai sensi dellarticolo 5 del D.P.C.M. 2
dicembre 2013 “Regole tecniche per il protocello informatico ai sensi de :¢li articoh 40bis, 41, 47,
57bis ¢ 71, del Codice dell amministrazione digitale di cui al decreto legistativo n. 82 del 2005 ¢
ss.mmLiL”, del DPCM 31 ottobre del 2000 * Regole tecniche per il protocollo informatico di cui al
decreto del Presidente della Repubblica 20 ottobre 1998, n. 4287 ¢ del DPCM 13 novembre 2014 ¢
de

VA

crive il sistema di ricezione, formazione, registrazione, classificazione, fascicolazione.

traltamento ¢ conservazione dei documenti, oltre che la gestione dei fluss documentali ¢ dei

procedimenti amministrativi dell” Azienda Ospedaliera Universitaria Policlinico “P. Giaccone™ di

Palermo (d’ora innanzi, AOUP),

Deserive ¢ disciplina i sistema di produzione di gestione ¢ in generale di conservazione dei

documenti dell’ AQUP, anche in applicazione delle dis sposizioni contenute nel Testo Unico in

materia di documentazione amministrativa — D.P.R- 445/2000. del Codice dell’ Amministrazione

Digitale - D. Lgs. 8272005 e ss.mm.ii. e del DPCM 03/12/2013 concernente le regole tecniche per il

protocollo informatico.

Questo manuale ¢ pertanto rivolto a tutti ghi operatori dell’ Amministrazione, come strumento di

lavore per la gestione dei documenti, degli aflari e dei procedimenti amministrativi che sono

chiamati a trattare e dei quali sono individuati come responsabili.

Il manuale, infarti. descrive le fasi operative del sistema per la gestione del protocollo informatico,

dei flussi documentali e degli archivi, individuando per ogni azione o processo i rispettivi livellt di
ecuzione, responsabilita ¢ controllo, in una visione d’insieme ~ senza soluzioni di continuita - dal

protocollo all’archivio storico.

La tenuta, la conservazione ¢ la gestione della documentazione sanitaria (cartelle cliniche. referti

ece.) rimane, allo stato attuale, in carico ai dirigenti medici sotto la responsabifita della Direzione

Sanitaria.

I presente manuale tiene conto delle disposizioni vigenti in materia di protezione dei dati ai sensi

del DL, 10/08/2018 N. 101 nuovo codice deila Privacy alla luce del GDPR del 25/08/2018.
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[ sistema di gestione ¢ conservazione dei documenti informatici deil’ AOUP di Palermo @ gestito
da
- un responsabile della gestione documentale e del protocollo neila persona del Dirigente
degh Altari Generali;
= un responsabile interno della conservazione ¢ sicurezsa dei documenti informatici nella
persona del Responsabile 1CT {Information Comunication Technology )
= Delegato esterno alla conservazione sostitutiva con  idonee geu"zmzie organizzative ¢
tecnologiche accreditato come conservatore presso AglD - CINEC
Strimanda ad un successivo manuale per le regole tecniche per la conservazione dei document!
informatici ai sensi del DPCM 3 Dicembre 2013 e DPCM 13 Novembre 2014 proposto e formulato
dal Responsabile LC. 1. in concerto con il servizio di conservazione legale provvedendo alirest a
formulare un piano di sicurezza dei documenti aziendali ¢ del sistema di conservazione (circolare

AGID n, 2717 det 180417

I protocollo informatico  costituisce  Uinfrastruttura di base tecnico  ~  funzionale  per
Pammodernamento ¢ la trasparenza dellattivita dell’ Amministrazione.

La premessa e gli allegati fanno parte integrante del presente manuale,
1. 2 Definizioni
Per quanto riguarda la definizione dei termini, che costituisce la corretta interpretazione del detiato
del presente Muanuale. si rimanda, per quanto non specificato di seguilo, al Glossario “allegato A,
che ne ¢ integrante .
In ogni caso, ai fini del presente manuale si intende per:
AOO: Area Organizzativa Omogenea;
- Amministrazione :AOUP: Azienda Ospedaliera Universitaria Policlinico “Paole Giaccone”
di Palermo:
= DIPARTIMENTO (DAI): Dipartimenti ad Aitivita Integrata;
- LOC:Umta Operativa Complessa
- UVOS: Unita Operativa Semplice:
—  LOSD: Unita Operativa Semplice Dipartimentale:
-  RP:Responsabile del Procedimento persona fisica individuaa in base alia normativa
vigenie che ha la responsabilita dellistruttoria e di ogni altro adempimento inerente un

procedumento amministrativo;



Procedimento: insieme delle attivita amministrative svolte per raggiungere un obiettivo
CONCIeto ¢ CIrcoserito;

Allegato: documento unito ad altro documento per prova, per chiarimento o per memoria;
lallegato deve rimanere sempre unito al documento cui si riferisce e ri portare la stessa
segnatura di protocollo;

Archivio corrente (archivio in formazione): complesso  det documenti relativi a
procediment amministrativi in corso;

Archivio di deposito: complesso di documenti relativi a procedimenti amministrativi
conclusi nell’arco degli ultimi quarantanni;

Archivio storico complesso det documenti relativi a procedimenti amministrativi conclusi
da piv di quarant'anni, sclezionati e degni di conservazione permanente;

Assegnazione: individuazione, della UOC responsabile della trattazione del procedimento
amministrativo ¢ della gestione dei documenti nella fase corrente:

Casella di posta elettronica certificata o ordinaria: casella di posta elettronica istituita per
la ricezione dall'esterno ¢ per la spedizione all'esterno dei messagei da registrare a
protocotlo:

Documento amministrativo: ogni rappresentazione. comungue formata. del contenuto di
atti. anche interni, delle pubbliche amministrazioni o, comunque, wilizzat ai fini dell'attivia
ameninistrativa;

Documento informatico: rappresentazione inlormatica di atti, fatti o dati giuridicamente
sifevanti. 1T documento informatico sottoscritto con firma digitale, redatto in conformiti
delle regole tecniche previste dalla legge. soddista il requisito legale della forma scritta ¢ ha
efficacia probatoria ai sensi dell'art, 2712 ~ Riproduzioni meccaniche - del Codice Civile:
E-mail: sistema di comunicazione elettronica attraverso messaggi:

Firma digitale: particolare tipo di firma elettronica qualificata basata su un sistema di
chiavi asimmetriche a coppia, una pubblica ¢ una privata, che consente al titolare, tramite la
chiave privata. ¢ al destinatario, tramite la chiave pubblica, rispettivamente, di rendere
manifesta ¢ di verificare la provenienza e I'integrita di un documento informatico o di un

isicme di documenti informatici:




Impronta di un documento informatico: sequenza di simboli binari in grado di
identificarne univocamente il contenuto;

Gestione dei documenti: insieme delle attivita finalizzate alla registrazione di protocollo.
alla classificazione, alla fascicolazione. all'assegnazione, al reperimento. alla conservazione
¢ allaceesso det documenti araministrativi formati o acquisiti dal produttore di archivio:
Interoperabilitd: possibilith di trattamento antomatico. da parte del sistema di protocollo
ricevente, delle informazioni trasmesse dal sistema di protocollo mittente:

Massimario di conservazione e searto: contiene i criteri di organizzazione dell archivio, di
selezione periodica e di conservazione permanente dei documenti nel rispetm delle vigenti
disposizioni in materia di documentazione amministrativa e di tatela dei beni culturali:
Registratura di Protocollo: operazione di registrazione quotidiana dei documenti ricevati e
spediti, assegnando contestualmente a clascuno di essi un numero progressivo. che
ricomineia da 1 all'inizio di ogni anno solare. La registrazione a protocollo attesta in modo
moppugnabile  ['esistenza allinterno  dell'archivio e la data archivistica del singolo
documento, che viene identificato in modo univoco dal numero progressivo asscgnatogli;
Registro di protocollo: registro su cui si annotano quotidianamente i documenti ricevuti e
spediti dall’ AOUP: ¢ atto pubblico di fede privilegiata;

Segnatura: apposizione o associazione all'originale del documento, in forma permanente
non modificabite, delle informazioni riguardanti il documento stesso. Fssa consente di
individuare ciascun documento in modo ineguivocabile e va eseguita contestualmente alle
operazioni di registrazione a protocolio;

Selezione: operazione intelettuale di vaglio dei documenti tendente a individuare quelli da
destinare alla conservazione permanente e quelli da destinare allo scarto;

Smistamento: individuazione della struttura aziendale cui trasmettere il documento. che
servird per trattare un provedimento amministrativo:

Fitolario di classificazione: twbella di classificazione che rispecchia le funzioni di un
organo amministrativo, di una struitura o di un utficio, mediante la quale si organizzana
fogicamente tutt  documenti acquisiti dall ente;

Assegnazione operazione di individuazione dell ufficio utente competente per la trattazione

del procedimento amministrativo o affare cui § documenti st rifert




1.3 Disposizioni generali

1.3.1 Area Organizzativa omogenea (AQO) ¢ Unita organizzative responsabili (LOR)

Viene considerata come Area Organizzativa Omogenea (ADO) un insieme di funzioni e di strutture,

individuate dall’ Amministrazione. che opera su tematiche omogence ¢ che presenta esigenze di
gestione della documentazione in modo unitario e coordinato.

rappresenta un insieme di Unitd Organizzative chie condividono delle risorse comani: un

unico registro per la protocollazione dei documenti in entrata ed in uscita con una sequenza

numerica, rinnovata ad ogni anno solare: un titolario unico di classificazione: la rubrica dei mittenti
dei destinatari o una sua porzione: un insieme di parole chiave utilizzabili per la classificazione

dei documenti in categorie, trasversali rispetio al ttolario di archivio.

Al fini della gestione dei documenti, ' AOUP viene considerata come un’unica Area Organizzativa

Omogenea composta dall’insieme delle struiture aziendali (DAL Dipartimenti, U.O.C., U.O.S.,

L.O.S.D., Unita di stafl) approvate con deliberazione n. 369 del 10/07/2020 (V. all’"Allegato B}

A tale Arca viene assegnato il codice identificativo “"AOUP_PA”, in forma estesa “Azienda

Ospedaliera Universitaria Policlinico “Paolo Criaccone” di Palermo,

Nell'ambito della AOO, viene istituito allinterno della UOC Affari Generali, il Servizio per la

tenuta del Protocollo Informatico, della gestione dei flussi documentali ¢ de eght archivi, di seguito

denominato “Ufficio Protocollo™

Lufficio ha competensza sulla gestione deli'intera documentazione archivistic: a, ovunque frattata,

distribuita o conservata dall’AOUP, ai fini della sua corretta registrazione,  classificazione,

conscrvazione, selezione ¢ ordinamento, ad esclusione delle cartella cliniche o degh esami

diagnostico strumentali.

L"Unita Organizzativa Responsabile (UOR) ¢ un complesso di risorse umane e strumentali cui ¢

stata affidata una competenza omogenea, nell’ambite della quale 1 dipendenti assumono la

responsabilita nella trattazione di affari o procedimenti amministrativi,

Le UOR che afleriscono alla AOO individuata come Azienda sono descriile neglt organigrammi

B

aziendali ¢ pubblicati nel sito Aziendale. alla sezione “Amministrazione Trasparente™.

LTAOUP, nella persona del suo Direttore Generale protempore, nonche det Dirigenti pro rempore
delle singole strutture aziendali sono responsabili della gestione dei documenti, dalla fase della loro
formazione a quella della lore conservazione ¢ dell accesso agle archivi correnti, anche nel caso in
cut fe modalita di gestione dovessero comportare esternalizzazione di determinati servizi,

g




Nell'ambito dell’Area Organizzativa Omogenca la mumerazione delle registraziont di protocollo &

unca e progressiva, senza distinzione fra i tre 1 tipi di documenti (“ricevuti™, “spediti™ ¢ “iuterni™)

sa s chiude al 31 dicembre di ciascun anno solare ¢ ricomincia all'inizio dell anno successivo.
Ciascun documento deve essere identificato medianie asscgnazione di un unico numero di
protocollo di sette cifre ¢ non ¢ consentita attribuzione del medesimo numero ad altri documenti.
per quanio strettamente correlati tra loro.

1.3.2. Protocallo informatico

Per protocollo si intende o strumento mediante il quale 1 documenti vengono trattati sotto il profilo
giuridico ¢ gestionale con effetto giuridico - probatorio,

Con 'entrata in funzione del sistema di gestione informatica dei documenti sono stati eliminati tutsi
esistemi di registrazione dei documenti alternativi 4l protocoilo informatico.

Quaisiasi aitra forma di registrazione ¢ nulla di diritto e non pud produrre aleun effetto giuridico.

ione det documenti € previsto un protocolle aziendale centralizzato. tuttavia. i modello

operativo ¢ decentrato nel senso che & prevista la partecipazione attiva di pit soggetti.

Gkt utent interni al sistema di gestione documentale sono abilitati dall Ufficio protocollo a svolgere

soltanto le operazioni di propria competenza.

I sistema di gestione informatica dei documenti prevede inoltre Tivelli di accesso differenziati per

quanto riguarda 'inserimento, ricerca, consultazione ¢ modifica dei dati.

Le unita di protocollazione potranno essere modificate e/o ridotte, su richicsta delle UOR, previa
valutazione del Responsabile del sistema di gestione documentale

La protocollazione in “uscita”, pud essere effettuata anche da i gli utenti abilitati all’uso del

programma.

Il sisternu di protocollo informatico prevede quindi ruoli differenziati.

Ad ogni utente che accede al sistema di protocolio informatico, tramite credenziali che ne

wdentificano le generalitd, sono associati uno o piu ruoli in funzione della struttura di appartenenza.

oy

SUthicio Protocolio svolge le funzioni di registrazione a protocolio. classificazione,
i o

cEgnatura e
e

scansione dei documenti ricevuti dall'ente,

———

La registrazione dei documenti in uscita ¢ di quelli consegnati direttamente ar singoli uffici ¢ le

operazioni connesse (segnatura, classificazione ¢ scansione) sone effettuate dircttamente da parte di
personale a ¢io deputato nell'ambito dell'organizzazione delle strutture aziendali. utilizzando il
egistro di protocollo informatico unico per tutta 'AOUP, sotto i controllo dell'Ullicio Protocolio
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che deve vigilare sul corretto svolgimento delle operazioni decentrate di registrazione, scgnatura,

cazione e scansione dei documenti.

classi
II personale abilitato nell'ambito delle strutture aziendali provvede a fascicolare i documenti di
propria competenza attraverso un collegamento nformatico alla procedura di protocolio generale.
Cio consente di superare la necessitd di registrazioni interne aggiuntive, finalizzate al repenimento
det documenti.

Mresponsabile del servizio di protocollo effettua controlli a campione,

At RUP o altre personce a ¢id incaricate ¢ demandata la respousabilita della gestione della parte di
loro competenza di archivio corrente composto dai fascicoli ¢ dai documenti relativi alle pratiche in
corso di trattazione, curandone accesso interno ed esterno.

I sistema di protocollo e gestione informatica urilizzato dall’ AOUP ¢ il TITULUS

11 suindicato sisterna consente di gestire ie abilitazioni di ciascun utente mediante I assegnazione di
user id e password. in medo da poter risalire in qualsiasi momento ali operatore che ha effettuato le
registrazioni,

Le modalita di assegnazione del ruoli e della gestione delle abilitazioni atribuite aglt operatont che
utilizzano la procedura vengono concordate tra i responsabili delle strutture interessate. individuati
anche quali responsabili del trattamento dei dati personali.

1.3.3. Responsabile del Servizio per la tenuta del protocollo informatico, per Ia gestione ¢ dei
flussi documentali

Il servizio per la tenuta del protocollo informatico, per la gestione dei flussi documentali, &
costituito presso UUOC Affari Generali,

a gestione tecnico - informatica ¢ affidata ai Sistema informative aziendale (SIAY Parchivio
aziendale ¢ gestito dall"Ufficio Protocollo ad esclusione dei documenti sanitari.

Al Responsabile del Servizio per la tenuta del protocollo informatico. della gestione dei flussi
documentali ¢ degli archivi, nominate con auto del Dircttore Generale (v. Allegam n. ). sono

affidati i compiti di cui all’art. 61 comma 3 del DPR 44572000 e all’art. 4 del D.P.C.M. 03712201

Ld

All'interno della LOC Affari Generali ¢ stala individuata la {unzione pestione documentale
assegnata all Ulficio Protocolio,

Per protocollazione si intende lo strumento mediante il quale i documenti vengono tratati sotto il
profile giuridico e gestionale,

=
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Lrart, 1 del DPR 447

000 {art s2 di caleolo, degli

&

ce Minsteme delle riso

apparati. delle refi di comunicazione e delle procedure informatiche utilizzat dalle amministrazioni
pe

L AOUP ¢ responsabile della gestione dei documenti, dalla fase della loro formazione a quella della

fa gestione dei documenti,

lore conservazione ¢ dell acce

orrend. anche nel caso in cui le modalita di ges
dovessero comportare esternalizzazione di determinati servizi.
0 Servizio per la tenwta del protocollo informatico ¢ per esso il Responsabile del Servizio, in
particolare
- provvede alla pubblicazione del manuale di gestione del protocolle informatico sul sito
istituzionale dell” AOUD;
- altribuisee ¢ provvede periodicamente ad aggiorare le awtorizzazion por Paccesso alle

funzioni della procedura, distinguendo tra abilitazioni alla consultazione ¢ abilitazioni

all'inserimento e alla modilica delle informazioni:

- garantisce che le operazion di registrazione di protocolio, classificazione ed indicizzazione
dei documenti si svolgano nel rispetto delle disposizioni della normativa vigenie:

- garantisce la corretta produzione ¢ la conservazione del registro giornaliero di protocolio,
provvedendo alla stampa periodica ¢ verificando la congruita delle registrazioni:

- cura che le funzionalita del sistema in caso di guasti o anomalie siano ripristinate entro
ventiquattro ore dal blocco delle altivita e, comungue, nel pin breve tempo possibile in
collaborazione con il Sistema Informativo Aziendate:

- conserva il

- autorizza le operazioni di annullamento;
- garanusce il buon funzionamento degli strumenti e dell'organizzazione delle attivita di

istrazione di protocollo, di gestione dei documenti ¢ dei flussi documentali ¢ le attivita di

gestione deglt archivi:

&

- eresponsabile dellarchivio di deposito ¢ storico dei documenti analogici/cartaced.

1

ale autorizzalo ¢

- vigila sull’osservanza delle disposizioni del Testo Unico da parte del persor
degli incaricati, effettuando periodicamente controlli a campione sulla congruita delle

registrazic

sulla corretta sequenza della catena documentale, ¢ sull utilizzo di un unico

registro informatico, verificando, la classificazione ¢ la fascicolazione archivistica.

12
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- autorizza lo svolgimento anche manuale delle operazioni di registrazione di protoceilo su
uno o piu registri dio emergenya, ogni qualvolta per cause tecniche non sia possibile
utilizzare la normale procedura informatica (art.63).

Nell'ambito della gestione dell’ Archivio AOUP. il Responsabile del Servizio per la tenuta del
protocollo informatico, della gestione dei flussi documentali e degli archivi:

- coordina e verifica I'attuazione ¢ il rispetto delle procedure adottate nella gestione della
documentazione corrente e per il versamento all’ Archivio di deposito;

- coordina le operazioni di compilazione ¢ agglomamento degli strumenti di corredo wili per
la gestione ¢ la consultazione delle pratiche depositate:

- sovrintende alle procedure di selezione e scarto dei documenti dell” Archivio di deposito.

Il Responsabile della gestione documentale garantisce !ativazione di quanto stabilito dall’art. 61
del DPR 445°2(

& propone i templ. le modalita ¢ le misure organizzative ¢ tecniche finalizzate
all'eliminazione dei protocolli di settore e di reparto, e pit in generale, dei protocolli diversi dal

protocollo mformatico.

Predispone altresi il piano per la sicurczza informatica, d'intesa con il Responsabile delia

conservazione det dati, il Responsabile det sistemi informativi ¢ il Responsabile del trattamento dei

dati personali.

1.3.4. Firma Digitale

Per I"espletamento delle attivita istituzionali 'amministrazione fornisce gli strument per utilizzarc

fa firma digitale. che dovra essere richiesta al responsabile del SIA.,

1.3.5. Caselle di posta clettronica

L'AOO ¢ dotata a norma di legge di una casella di posta cleuronica istituzionale certificata

el

denominata or

per la corrispondenza. Tale casella deve

essere considerata il domicilio digitale dell’ AOUP.

La gestione di tale casella ¢ aftidata alla responsabilita dell'Ufficio Prowcollo che procede allo
scarico della corrispondenza pervenuta pilt volte al giormo.

L Amministrazione ¢ accreditata presso I'indice delle pubbliche amministrazioni (1PA) accessibile
tramite if relativo sito internet da parte di soggetti pubblici e privati.

La stuttura ICT comunica tempestivamente all'lPA ogni modifica in modo da garantire

Faltidabilita dellindirizzo di posta elettronica ¢ di ogni altra informazione.




L Azienda ha dotato | strutture aziendali di cul alPallegato “F7 di una casella di posta elettronica

certificata (¢.d. Pecy al fine di permetiere la trasmissione ¢ ricezione di documenti informatici.

Ciascuna struttura dotata i Pec deve garantire gquotidianamente la tempestiva lettura. la comelta
L %

gestione e conservazione delli corrispondenza pervenuta e inviata via Pec.

Tale prescrizione deve essere osservata da tutto il personale cui I'Azienda ha fomito indirizzo di

posta cletironica anche non certificata.

Gl indirizzi Pec dell’Azienda casclle di posta elettronica certificatn Pec sono pubblicati ed

aggiornati a cura dells struttura LC T, sull'indice delle Pubbliche amministrazioni e sul sito
dell” Azienda.
Le caselle di posta certificata sono integrate nell applicative di protocollo informatico onde favorire

fa registrazione di protocelio delic comunicazioni che pervengone o sono inviate a mezzo Pec,
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PARTE SECONDA
Sistema di gestione dcei documenti

2.1. Comunicazioni con I’'Azienda

[ privati cittadini che non dispongono di una propria casella Pec possonoe comunicare con 'AQUP
utilizzando Mindirizzo di posta elettronica ordinaria: ullicio.protocollo@policlinico.pa.it pubblicata
sul sito istituzionale.

Poiche 1 sistemi di posta clettronica ordinaria non offrono garanza sull'identita del mittente.
sull’effettivo ricevimento dei messaggi da parte del destinatario, dell'integrita del messaggio ¢ dei

<3

suor allegati, dei riferimenti temporali, nonché sulla riservatezza dei messaggi ¢ degli allegati, la
trasmissione di documenti alla casella clettronica ordinaria avviene a toule responsabilita del

mittente e sard priva di effeiti giuridici.

Tutti ghi operatori che ricevono comunicazioni o documenti soguetti a protocolia su caselle di posta
clettronica ordinaria intestate a persone fisiche o ad uffici sono tenuti ad inoltrare messagyi ai find
della protocollazione, inoltre devono contestualmente invitare i mittenti ad inviare direttamente le
comunicazioni future alla casella Pec istituzionale,

2.2, Tipologia dei documenti.

2.2.1.Documento amministrativo;

Per documento amministrativo §"intende ogni rappresentazione, comungue formata del contenuto di
atti, anche interni delle PA o, comunque utilizzati ai fini dell’attivita amministrativa, cosi come
revisto dall’art. 1 del D.P.R. 445/2000 ¢ ss.mm.ii..

2.2.2. Documento analogice

Si definisce documento analogice la “rappresentazione non informatica di ali. fati o dat
giuridicamente rilevanti” ai sensi del Codice dell Amministrazione digitale (CAD — D.Lgs.
8220033,

Pertanto. 1 documento analogico & un documento prodotio con strumenti analogict (¢s. a mano) o
con strumenti informatici (prodotto da video scrittura ~ Word) e stampato come originale con firma
autograta.

2.2.3. Il documento informatico

St definisce documento informatico la “rappresentazione informatica di atti. fati o dati
giuridicamente rilevanti™ ai sensi del Codice dell’ Amministrazione digitale CAD - D.Lgs.

$2/2005),




Il documento informatico. da chiunque formato, la sua reg

trazione su supporto informatico ¢ la
Sud trasmi:

!

1one con strumenti elematicl sonoe validi ¢ rilevant a rutri gli effer

i

izione che siano rispettate le disposizioni legislative in materia.

cong
La sottoscrizione det documenti informatict ¢ oticnuta con un processo di firma digitale conforme
alla normativa in vigore,
2.2.4. formazionce dei documenti
Futti i documenti possono essere redatri in forma scritta su supporto cartaceo oppure digitale, nel
rispetto di quanto previsto dalla normativa in merito alla forma del documento.
Indipendentemente dal supporto su cui sono formati i documenti prodotti essi devono riportare le
seguentt informaziont:
identificativo univoce e persistente;
soggetto produttore: carta intestata dell’ AOUP con indirizzo completo (via, numero civico,
codice avviamento postale, citta. sigla della provincia, numero di telefono. numero di fax,
indirizzo di posta cletironica istituzionale dell'ente, PEC);
- indicazione dell’area/struttura che ha prodotto il documentos
data;
destinatario;

data di protocotlo:

-

oggetto del documento:
testo]

- indicazione del Responsabile del procedimento:

- indicazione del (unzionario istrutiore:

= solwserizione autograly o elettronico/digitale del Responsabile:
I documento informatico assume la caratteristica di immoditicabilita quando forma e comtenuto non
sono alterabili durante le fasi di tenuta e accesso e sia garantita la staticita nella fase di
conservazione,
Ghioati formati con strumenti informatici, | dati e i document informatici costituiscono
mformazione primaria od originale da cui ¢ possibile effettuare, su diversi tipi di supporto. copie e

duplicali per gli usi consentiti dalla legge.
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L'AOUP per la formazione dei documenti informatici, delle copie e degli estrati informatici adotta
i formati previst dalla normativa vigente.
Formati diversi possona essere scelti nei casi in cui la natura del documento informatico lo richieda
per un utilizzo specilico nel sue contesto tipico.
La souoscrizione dei documenti informatici ¢ ottenuta con un processo di firma digitale conforme
alle disposizioni di tepge.
2.3. Tipologia ¢ trattamento dci documenti
I documendi si distinguono in
documenti in arrivo;

- documents 1 uscila;

- documenti interni;
2.3.1. Documenti ricevuti (in arrivo)
I documenti in arrivo sono tutti © documenti con rilevanza giuridico probatoria ricevuti dal’ AQUP
nell'espletamento della propria attivita, provenienti da soggetti (persone fisiche o persone
giuridiche, pubbliche e private) esterni al’ AOUP. Sono da considerarsi soggetti esterni anche i
dipendenti AOUP, qualora inoltrine documentazione di carattere personale o comunque non
direttamente connessa all espletamento delle loro funzioni.
Per la registrazione dei documenti in ingresso ¢ per lo smistamento dei documenti si rinvia al

CAL

“manuale di utilizzo del sistema litulus™ a cura del CINE
Registrazione al protocollo
I documentt in arrivo sono registrati sul protocollo informatico unico dell’ AOUP nel medesimo
glorno lavorativo di ricezione ¢ sono classificati a cura:

- dell'Utticio Protocollo. che provvede a smistarli alle strutture di competenza

- degli uffici espressamente individuati (unita di protecoilazione) secondo quanto previsto aj

successivi punti 24,10 ¢ 2.4.11

La fascicolazione ¢ compito dell'incaricato della struttura di competenza, che @ ¢ respensabile delle
operaziont di formazione e gestione del fascicolo relativo al procedimento amministrative che sta
trattando.
Trasmissivne dei documenti alle strutture competenti

Documento cartaceo in arrivo all’ Ufficio protocollo
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Al fine di ridurre i1 numero delle copie cartacee e azzerare i tempi di trasmissione di documenti alle

strutture competenti. i documenti ricevutd dall’Azienda in formato analogico sono acquisiti con

["ausilio di scanner ¢ trasmessi in copia semplice per immagini.

[originale cartaceo ¢ conservato dall’Utticio Protocollo, fino alla trasmissione alf’archivio

seguente orario;

dalle 9.00 alle 12,30 ¢ dal luncdi al giovedi dalle 15,00 alle 16,30.
Tutte le unita di protocollazione AOUP si uniformane a tali orari, sia per l¢ richieste di
registrazione di documenti, sia per la comunicazione ai cittadini‘utenti dell orario di ricezione di
buste, domande di concorse o altra documentazione.

Presso 'utticio protocollo pli originali cartacei. suddivisi per giornata, sono inseriti in ordine di

registrazione in apposit faldoni. sul dorso dei quali sono riportati la data del giorno di registrazione

conlenuti.

oo

¢ 1 numert di protocollo det documenti in e

Qualora il documento cartaceo sia consegnato direttamente dall’inleressato o da altra persona
incaricata ¢ venga richiesto il rilascio di una ricevuta attestante 'avvenuta consegna, !'utficio
protocotlo che lo riceve & autorizzatoa :

- fotocopiare gratuitamente la prima pagina del documento;

~ apporre gli estremi della segnatura s¢ contestualmente alla ricezione avviene anche la

protocoliazione del documento;

- apporre sulla copia i timbro dell’ AOUP con la data darrivo e la sigla dell operatore;
Gli addetti al protocolio non possone rilasciare ricevute per i documenti che non sono soggetti a
protocotlazione,

Documento cartaceo in arrive alla struttura

Nel caso in ocul i documento sia ricevuto da una strultura lo stesso deve essere trasmesso
contestualmente all"Utticio Protocollo per la protocollazione e I'assegnazione.

Documento informatico in arrive all’Ufficio Protocollo o alle strutture.

[T documento informatico pud essere inviato all’ AOUP tramite indirizzo istituzionale di posta
elettronica certificata o attraverso 1 singoli indirizzi di posta elettronica, a ¢i0 si applica per analogia
quanto disposto per 1 documenti cartacel.

Sara cura delia struttura ¢/o del servizio competente cul sono trasmessi 1 documenti verificare la
validita delle firme digiwdi.
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Ricezione dei documenti da parte delle strutture e servizi competenti

Ena volta protocollati i documenti vengono trasmessi alle strutture e servizi competenti che
provvedono all’accettazione o all immediato ritiuto del documento,

H rifiuto deve essere motivato.

Compete al responsabile della Struttura garantire che ogni documento sia rifiutato entro e non oltre
tre giorni lavorativi dalla ricezione.

Elcompito della "macrostruttura”™ a cui viene assegnata per competenza la corrispondenza in arrivo
provvedere al successivo inohro dei document alle strutture gerarchicamente subordinate e/o

dipendenti.

La struttura ricevente provvede alla creazione del fascicolo informative integrandolo se necessario
anche con il cartaceo.

2.3.2. Documenti spediti (in partenza)

I documenti in partenza sono tutti i decumenti con rilevanza giuridico probatoria prodotti
dall' AOUP nell'espletamento della propria attivita e destinati, per competenza, a soggett esterni
{personc fisiche o giuridiche) all’ AOUP,

I 'documenti in partenza sono registrati sul protocolio informatico unico dell’ AQUP ¢ sia presso i
servizi abilitati alla protocollazione e sono classificati a cura dell'incaricato della struttura, che tratta
il procedimento amministrativo ed & responsabile delle operazioni di formazione ¢ gestione del
fascicolo relativo.

Trasmissivne dei documenti da parte delle strutture ¢ servizi competenti

I documentt in uscita prodotti dal servizio competente, una volta protocollati, sono trasmessi ai
destinatari a cura dello stesso.

Le comunicazioni destinate a piti soggetti si registrano con un unico numero di protocollo generale,
ma devono essere indicati tutti i destinatari,

Documento cartaceo in partenza dalla struttura o servizio

Una volta firmato in originale e protocoliato il documento cartacco inviato all esterno ¢ conservato
a cura della struttura che lo ha prodotto, la quale ¢ tenuta a creare una copia informaticasul
programma di protocollo ¢ di provvedere alla sua fascicolazione

2.3.3. Documenti interni

I'documenti interni sono prodotti, mantenuti e destinati. per competenza, tra gli uffici dell’ Azienda.
[ document! interni si distinguono in;
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a) formali: sono quei documenti aventi rilevanza giuridico-probatoria. di norma redawi dal
personale nell'esercizio delle propric funzioni ed al fine di documentare fati inerenti all'attivita

3 E |

arita dell'azione dell'Azienda ¢ qualsiasi altro documento dal quale pe

svolia ed alla re

nascere diritd. dovert, o legitiime aspettative di terzi.

I documenti formali devono essere protocollati in uscita e consegnati aghi uilici solo tramite
Passcgnazione all'interno del sistema di protocollo informatico.

b) informali: di norma sono documenti di lavoro di natura non ufficiale. temporanea e/o
interlocutoria, a preminente carattere informative/operativo/preparatorio (ad ¢s.: scambio di prime
bozze di document senza annotazioni significative, convocazioni e verbali di incontri interni ad un
ufticio o comunque non caratterizzati da particolare ufticialitd, memorie informali, brevi appunti,
indicaziont operative del Dirigente dell ufficio, ecc...).

I documenti informali non seno sog istrazione di protocollo.

I documenti interni di preminente carattere giuridico probatorio (quelli redatti al fine di
documentare atti, fatti o fasi obbligatorie imprescindibili del procedimento amministrativo, quindi
importanti per attestarne la regolarita, oppure quelli dai quali possano nascere dirini, doveri o
legitrime aspettative di terzi) devono essere protocollati.

Il documento viene protocollato col sistema informatico ¢ s¢ ¢ cartaceo, cioé non sotoscritio in
formato digitale, stampato ¢ sottoscritto in forma autografa dal Responsabile della struttura
mittente, quindi protocollato ed acquisito al protocollo tramite una scansione di copia per immuagine
conindicazione del/det destinatari per competenza ¢ per conoscenza.

I documenti interni di premincnte carattere informative (memoric informali, appunti. brevi
comunicazioni di rilevanza meramente informativa scambiate tra uffici) non vanno protocoltlati.

La conscrvazione ¢ facoltativa e sono ricevuli ¢ trasmessi per posta elettronica Aziendale

(NOMeE.Cognoment.  OpPUre sertorer

I documenti. le banche dati, il protocollo ¢ eli altrt registri. sono prodotti in modo da tutelare la

riservatezza dei dati personali. dei dati sensibili e det dati giudiziari ai sensi della normativa vigente
e in conformitd al GDPR (General Data Prote sctionRegulation), Regolamento UL 6792016 recepito

in talia con Dugs, 10172018,

Tutti i dipendenti hanno Pobbligo di effettuare il controllo quotidiane sul PC della

corrispondenza pervenuta nel proprio indirizzo di posta elettronica aziendale sia esso

certificato che non certificato, il mancato adempimento di tale obbligo comportera una
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responsabilita disciplinare la cui sunzione sard commisurata all’entita dell’eventuale danno
arrecalo all’Azienda ai sensi della normativa vigente.

2.4 I protocollo

Per protocollo si intende o strumento mediante il quale i documenti vengono trattati sotto i profilo
giuridice ¢ gestionale con effetto giuridico - probatorio,

Tutti i documenti dell’AOUP, dai quali possano nascere diritti. doveri o legittime aspettative di
terzi. deveno essere registrati sul protocollo informatico unico, con le modalita e le eccezioni di
seguito iHustrate,

Per tutta I" Azienda 1a numerazione delle registrazioni di protocollo ¢ unica e progressiva ¢ rinnovata
ogni anno selare: si apre il 17 Gennaio ¢ st chiude il 31 Dicembre dello stesso anno.

[ numere di protocollo & costituito da almeno sette cifre.

La repistratura ¢ T'operazione di memorizzazione delle informazioni fondamentali relative al
conlenuto, alla forma, all'autore ¢ alla modalita di trasmissione di un documento.

Tale operazione serve a identificare in modo univoco un documento, individuandone data. forma e
provenicnza certa. Non € pertanto consentito Putilizzo di un unico numero di protocollo per il
documento in arrivo e per il documento in partenza.

2.4.1 Registrazione dei documenti

La registrazione dei documenti ricevuti, spediti e interni ¢ cffelluata in un'unica operazione,
utilizzando le apposite funzioni previste dal sistema di protocollo (“Arrive™, “Partenza™, “Interno™),
I requisiti necessari di ciascuna registrazione di protocollo ai sensi dell’art. 33 del DPR
44572000ss mmii. sono:

) numere di protocallo. generato automaticamente dal sistema ¢ registrate in forma non
modificabile. B costituite da setie cifre numeriche ed & progressivo: la numerazione &
rinovata ad ogni anno solare pertanto ogni numero di protocollo individua un solo
documento:

by data di registrazione di protocollo, assegnata automaticamente dal sistema e registrata in
forma non modificabile. con indicazione del giorno, del mese ¢ dell’anno espresso in quattro
cifre:

¢} mittente o destinatario dei documenti ricevuti o spediti; © dati relativi al mittente od al
destinatario sono memorizzati nell apposita banca dati, continvamente implementata in
modo da consentire I'immediata individuazione de! soggetto:

Lustue]
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d) oggetto del documento: registrato in forma non modificabile. [ il principale campo di

ricerca ¢ deve quindi essere registrato con coerenza ed attenzione da parte del protocolli
riportando fedelmente quanto seritto sul documento ed eventualmente inserendo wlteriori
parole chiave.

data ¢ numero di protocollo det documenti ricevuti, se disponibili: Uinserimento di questi

o

dati ¢ fondamenuale in quanto il sistema prevede alla possibilita di ricerca di document

attraverso tali elementi:

f) impronta del documento informatico, se trasmesso per via telematica, registrato in forma
non medificabile: garantisce una associaziene biunivoca tra Uimpronta stessa od il
documento in o ';imilez

g} identificative di ¢hi ha protocoilato il documento e afferenza:

hy classificazione (tirolario di classificazione All

gato b
1} assegnazione;
1} data di arrivo, registrata in forma non modificabile:
ky allegati;
1) mezzo di neezione/spedizione (lettera ordinaria, prioritaria, raccomandata, fax. cee.):
Inolire, possono essere aggiunti:
m} estremi provvedimento differimento termini di registrazione;
n} tipe documento;
o) elementi identificativi del procedimento amministrativo, se necessario;
p} eventuali altre informazioni connesse al documento.
Con particolare riguardo ai documenti prodotti dall’ AOUP, non ¢ consentita la e cgistrazione di
protocollo in assenza del documento a cui la registrazione si riferisce.
Al fine di uniformare le modalita di redazione dei protocolli e delle anagrafiche del sistema

nformatico. consentende cosi i facile reperimento dei dati documentali registrati, sono riportate

nell"Allegato D le “Linee guida di serittura per 1a protocollazione”, alle quali tuid gli operatori di
protocolio sono tenuti ad attenersi e che fa parte integrante de! presente documente,
Una volta salvato il report di protocollazione, il sistema geners aulomaticamente un numero

progressivo, che rappresenta il numero di protocollo attribuito al documentio.
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I numere progressivo di protocollo € un numero ordinale costituito da almeno sette cifre numeriche
¢ non ¢ consentita lattribuzione del medesimo numero ud altri documenti, per quanto strettamente
correlati tra loro.

2.4.2, I registro di protocollo

Linsieme delle registrazioni cffettuate costituisce il Registro di protocollo, che fa fede delln
tempestivita e dell’ettettivo ricevimento e spedizione di un documento. indi pendentemente dalla
regolarita del documento stesso, ed ¢ idonea a produrre effeuti giuridici.

{registro di protocollo, in forma digitale, ¢ atto pubblico di fede privilegiata che certifica Ueflettivo
ricevimento e Veffettiva spedizione di un documento ad una certa data ¢ ora, indipendentemente
dalla regolarita del documento stesso; da cio deriva che il dipendente dell’ AOUP che opera nel
sistema di protocollazione assume la qualita di pubblico ufficiale.

Chiunque intenda contestare la vendicita di una o pit registrazioni contenute nel protocoilo
dell’ AOUP ¢ tenuto a proporre querela di falso in base all’art. 221 del codice di procedura civile.
Tale registro ¢ soggetto alle forme di pubblicita ¢ di tutela di situazioni giuridicamente rilevanti
previste dalla normativa vigente.

Gli elementi obbligatori, in quanto giuridicamente rilevanti della registrazione a protocolio sono:

- data di registrazione assegnata automaticamente dal sistema informatico e registrata in
forma non modificabile;

- numero progressivo di protocollo generato automaticamente dal sistema e registrato in
forma non modificabile:

- mittente per il documento in arrive/ destinatario per il documento in partenza con
indicazione del nome e cognome, oppure della mgione sociale, seguito dal ltuogo di
residenza o della sede:

- oggetto:

- numero degli allegat (se presenti);

- descrizione degli allegati (se presentiy;

- data del decumento ricevuto (se disponibile

- numero di protocollo del documento ricevuto (s¢ disponibile);

Al fine di garantire le registrazioni del protocollo informatico unico, periodicamente, il SIA
provvede al riversamento su supporto di Backup.
Tale riversamento ¢ conservato a cura del SIA.
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L utente abilitato della struttura pud operare nel registro di protocollo solo per | documenti di
pertinenza delia struttura di appartenenza.

[utente dell Utficio Protocollo ¢ abilitato alla consultazione di tulli 1 protocolli in ingresso ed in
useita,

[ direttor! delle strutture possono consultare tutti { protocolli in ingresso ed in uscita delle unita ad

esso alferenti.
[diverst profili di abilitazione sono assegnati agli wenti dal responsabile dell Utficio Protocollo, su

richiesta del Dirigente Responsabile della strurtura di riferimento anche in veste di Responsabile dei

dati al senst della normativa in materia di privacy, il quale ha anche I'obbligo di verificare

periodicamente elenco degli operatort abilitati all’accesso al sistema di protocollo ed in caso di
cambio sede/trasferimento/cessazione deve richiedere la disabilitazione al servizic per quell utenzs.

IL profile utente Direzione Strategica ¢ consegnato in automatico alle persone interessate e
disabilitato sempre in automatico all atio della sus cessazione dall’incarico (DG, DS, DAY,

Poiché. di regola ciascun utente pud accedere solamente ai documenti che sono stati assegnati alla
struttura di competenza, nel caso di pin destinatari, devono essere protocollati avendo cura di
inserire nel relativo campo di registrazione del protocotlo tutti i destinatari anche interni all’ AOUP.

Solo I'ufficie protocolio ¢ autorizzato ad annullare la registrazione di protocollo

Per assegnazione di un documento si intende operazione di individuazione della stnutura
responsabile del procedimento (competenza) ¢ di quella. o quelle, a cui il documento deve essere
inviato per conoscenza.

I Dirgente Responsabile dell assetto aziendale che riceve il documento provvede ad assegnare a s¢é
o ad un proprio collaboratore ovvero ad un ufficio sotto ordinato. la responsabilité del procedimento
connesso al documento.

La UOR assegnataria del documento ¢ 'unica responsabile del procedimento e quindi dell'istruttoria
della pratica nelle tempistiche previste dalla lepge., anche nel caso la stessa si debba avvalere della
collaborazione di altri uffici ¢/o Strutture aziendali.

E quindt compiro del'Utticic

“principale

egnatario” garantire il rispetto dei termini e vigilare
sulle ulteriort assegnazioni elfettuate “per conoscenza™ che i rendessero nocessarie per i successivi
adempimenti procedimeniali.

[ operazione di assegnazione ¢ effettuata attraverso 1applicative di protocollo “TITULUS™,



Fino a quando non sia effettuata la predetta asscgnazione. ¢ considerato Responsabile del

etta che riceve il documento.

procedimento i Dirigente preposto all’s
Le abilitazioni all’assegnazione dei documenti tramite il sistema informatico di gestione
documentale sono rilasciate dal Responsabile della Gestione Documentale.

Una volta protecollato. il documento ¢ reso disponibile alle strutture aziendali interne destinatarie,
per competenza ¢ conoscenza, ¢ potra essere consultato dagli operatori abilitati unicamente
attraverso il sistema di protocollo informatico.

I destinatari interni, assegnatari per competenda € CONOSCEN7a. sono per quanto sopra, tenutl ad
accedere senza ritardo al sistema di protocollo informatico per la presa in carico dei predetti
documenti.

Nel caso di un’assegnazione errata. la struttura aziendale che riceve il documento é tenuta 4
restituirlo (dandone apposita motivazione ¢d indicazioni sulla corretta assegnazione) nel piu breve
tempo possibile, all'unita di protocoliazione che ha effettuato [ asse cgnazione, la quale provvedera
alla riassegnazione, correggendo le informarioni inserile nel sistema informatico ed assegnando 1
documento alla struttura di competenza.

1 sistemna di gestione informatica dei documenti tene traceia di questi passaggi, memorizzando per
ciascuno di essi l'identificativo dell’operatore che effettua le operazioni sopra descritte. con la data
e lora di esecuzione.

I registro giornaliero di protocolle, costituito dall’elenco  delle informazioni inserite con
Foperazione di repistrazione di protocollo nell’arco di uno stesso giorno, ¢ (rasmesso, ai sensi
dell'art. 7. comma 3, del DPCM 3 dicembre 2013, entro la giornata lavorativa successiva al sistema
di vonservazione, garantendone 'immodificabilita del contenuto.

Il documento informatico “Registro giornaliero di protocollo™ dovra quindi possedere le seguenti tre

caratteristiche: staticita, immodificabilita, integrita,
Tale opcerazione, cosi come quella per il registro annuale, che avviene nel mese di gennaio
successivo all’anno interessato, € a carico del SIA.

Quotdianamente ¢ garantito 1} back-up di tutii i dati del sistema di sestione documentale, secondo

quanto previsto nel presente Manuale, dal Piano di Continuita Operativa e Disaster Recovery e dal
Piano di Conservazione, ai sensi dell’articolo 50-bis del CAD. in conformiia alle norme vigenti in
tema i conservazione sostitutiva.

Delle registrazioni del protocollo informatico ¢ sempre possibile estrarre evidenza analogica.
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e

tri ¢ repertori informatici possono essere creati mediante la generazione o raggruppamento

anche in via aul

di un insieme di dati o registrazioni. provenienti da una o pit basi dati.
anche appartenenti a pil soggetti inleroperant, secondo una struttura logica predeterminata ¢
memorizzata in forma statica.

Periodicamente il Responsabile della gestione documentale provvede ad effettuare il censimento

delle banche dati ¢ dei soliware di cestione documentale in uso all'interno dell Ente

2.4.3 Regole per la tenuta del registro di protocotlo di emergenza

Nelle situazioni di emergenza nelle quali non sia possibile utilizzare il protocollo informatico, ogni
evento deve essere registrato su un unico supporto alternativo, denominato Registro di emergenza,
previa autorizzazione del Responsabile del protocollo che fornira il relative modelio,

Su questo registro cartacee devono essere riporiaie la causa, la data e Vora di inizio dell'interruzione,

nonché la data ¢ Pora di ripristino della plena funzionalita del sistema, nonché evenruali annotazioni
ritenute rilevanti dal responsabile del protocollo informatico,

I'soli abilitati ad effettuare le registrazioni di protocollo in situazione di emergenza sono gli
operatort dell ufficio protocollo

Prima di autorizzare Favvio della procedura, i Responsabile del protocollo informatico deve
annotare e verificare poi la corretiezza di data ¢ ora sul registro di emergenza.

I registro di emergenza si rinnova ogni anno solare e, pertanto, inizia il 17 gennaio e termina il 31
dicembre di ogni anno.

fh Kesponsabile del Protocollo dovrt annotare nel protocolio informatico wico i periodi di
attivazione del Registro di emergenza.

Qualora nel corso dell'anno non si sia fatto ricorso al Registro di emergenza, deve annotame anche

il mancato uso.

Lna volta ripristinata la piena funzionalita del sistema. i Responsabile dell” UfficioProtocollo

Fstrazion

informatico provvede alla chiusura del registro di emergenza. annotando il numero di r

etfettuate e la data ¢ ora di chiusura.

1stro i Bmergenza viene a configurarsi come un repertorio del protocollo unico: ad ogni

azione recuperata dal registro di emergenza sard attribuito un nuove numero di protocoilo.
seguendo senza soluzioni di continuita la nimerazione del nrotocolio informatico unice raggiunta al
momento dell'interruzione de! servizio.
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\ tale registrazione sara associato anche il numero di protocollo e la data di registrazione del
refativo protocolio di cmergenza.
[ utenie adibito alla protocoliazione, alla ripresa delia piena funzionalita del sistema di protocollo
informatico. provvede a riversare sul programma siesso tutte le regisirazioni gid esepuite
manualmente sul registro di emergenza.
documenti annotati nel registro di emergenza e trasferiti nel protocollo informatico unico
recheranno. pertanto, due numeri: uno del protocollo di cmergenza ¢ uno del protocollo informatico
unico.
Al numero attribuite dal registro di emergenza si fa riferimento per lavvio dei termini del
procedimento amministrativo,
Nel registro di emergenza vengono protocollati | soli documenti per t quali la registrazione ¢é
considerata wrgente ¢ indifferibile. secondo le indicazioni del Responsabile della gestione
doecumentale.
2.4.4. Protocollo differito
Per gravi motivi, con apposita dichiarazione seritta, il responsabile del protocollo puo ditferire la
protocollazione, valutando in tale ipotesi I'opportunita di conferire valore al timbro datario darrivo,
in relazione all’attestazione della data di acquisizione del documento.
2.4.5. H protocollo di documenti riservati
La cornispondenza nominativamente intestata, seguita dalla carica/qualifica rivestita nell’ Azienda @
regolarmente aperta.
La corrispondenza nominativamente intestata senza lindicazione della carica/ qualifica rivestita
nell’Azienda € la corrispondenza con la dicitura "riservata®, "personale”, "confidenziale” e simili
han va aperta né protocoliate viene consegnata in busta chiusa al destinatario, il quale dopo averne
presa visione, se valuta che i documenti ricevuti non sono personali, ma relativi a procediment
amministrativi deve trasmetterli all'ufficio protocollo per la relativa registrazione
Sono previste particolari forme di riservatezza e di aceesso controilate al protocolio unico per;
— documenti legati a vicende di persone. a fatti privati o particolari o documenti relativi a
procedimenti disciplinari ecc..
~ documenti di carattere politico e di indirizeo di competenza del Direttore Generale, del
Direttore Amministrativo o del Direttore Sanitario che se resi di pubblico dominio
potrebbero ostacolare il raggiungimento degli obiettivi prefissati:

27




documenti dalla cui pubblicita possa derivare pregiudizio a terzi o al buon andamento delia

PA;

2.4.6. Annullamento del pratocollo

[

I'annullamento deve cssere richiesto con specifica nota adeguatamente motivata a firma del
Dirigente Responsabile della strutiura istante.

¥

wni relative alla registrazione di protocolle annullata rimangono memorizzate nel

Le mformazi
registro informatico del protocotlo unitamente alla data ora ¢ autore dell’annullamento della
procedura.

Lannullamento di una registrazione sul sistema di protocollo riporta la dicitura “Annullata”™ in
posizione visibile e tale da consentire la lettura di tutte le informarzioni originarie,

Sul documento cartacco  Uindicazione  dell’annullamento  va anche  evidenziata  atraverso
["apposizione manuale da parte dell’operatore della dicitura “Annullato” sull etichetta di segnatura.
Solo il responsabile del servizio di protocollo informatico ¢ autorizzato ad annullare 1 documenti.

Le richieste seritte contenenti il numero di protocollo da annullare, i motivi dell annullamento e, se
it documento & stato “riprotocollato™ correttamente. I'indicazione del nuovo numero di protocollo
atribuito al documento vanno trasmesse alla U.O.C. Affari generali via posta elettronica interna.
L annullamento non motivatonon pud essere effettuato.

2.4.7. La segnatura dei documenti {timbro di protocollo)

La segnatura di protocolle & I'apposizione o l'associazione all'originale del documento, in forma
permanente non moditicabile, delle informazioni riguardanti la registrazione di protocollo per
consentire di individuare ciascun documento in modo inequivocabile (art. 55 del D.P R, 44572000 ¢
SS.MMLLL).

La registrazione a protocollo e la segnatura costituiscono un'operazione unica ¢ vanno effeltuate
contempoeraneamente ed hanno entrambe narura di atto pubblico.

La segnatura det documenti su supporto cartaceo viene posta. di norma, sul davanti del primo foglio
del documento in arrive ¢ sul documento in partenza mediante etichetta sul quale vanno riportate le

10T

seguenti inform
- data di registrazione al protocolio:
- numero progressivo di protocollo;
- ¢lassificazione (titolo ¢ classe):

- Struttura competente;
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- destinatani delle copie
Fa segnatura dei documenti informatici avviene camite assegnazione automatica da parte del
software ¢ le informazioni minime sono:

- codice identificativo dell AQUP:

1

HUMETO Progressivo;

data di registrazione:

- classificaszione:

oggetio del documento

El

destinatario/;

1

Non sono ammessi e pertanto non possono essere utilizzati timbri o etichettediversi da quello
utticiale.

2.4.8 Segnatura ¢ marca temporale

L amministrazione si avvale dei servizi di certificazione ¢ di marcatura temporale che verranno
adottati dall’AUOP.

La segnatura di protocollo costituisce validazione temporale opponibile ai terzi ¢ consente di
attribuire valore nel tempo alla firma digitale.

Le deliberazioni ¢ determinazioni dell" AOUP sono sogsetie a registrazione particolare.

In tale ipotest il documento informatico non dovrd essere protocollato, ma la marcatura temporale
sard data dalla loro particolare registrazione informatica, da considerare a tutti gl effetti al pari della
registrazione di protocolio.
2.4.9. Documenti da non protocollare
Come specificato all’art. 53. comma 3 del DPR 445/2000, gli atti preparatori interni non sono
soggetti a registrazione obbligatoria, intendendo per “atto preparatorio intermoe” qualsiasi documento
che non possegga una propria autonomia funzionale poiché correlato ad uno specitico allo,

Sulla base di quante appena precisato, quindi, I'Ufficio Protocollo di norma non registra la posta
interna all’ Azienda.
Oltre al caso citato, non sono soggette a protocoliazione le seguentt tpologie documentali;

L. le tipologic espressamente previste dall art. 53. comma § del DPR 44372000,

t documenti sog ggett a registrazione particola

3. le alere tipologie che costituiscono mera notizia di prevalente rilevanza informativa,
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Llart. 53, comuma § del DPR 44352000 prescrive Pesclusione dalla registrazione a protocollo delle
seguentt tipologie:

-~ Bollettini ufficiali P.A

- Notiziari P.A

Gazzetta Uf(ciale:

~  Note di nieezione detle cireolart e alire d
~  Matenali statistion,
—~ Al preparatori interni;
- (iornali, riviste, libri;
~  Materiali pubblicitan
Inviti a manifestazioni che non attivine procedimenti amuministrativi:
2.4.10 Documenti soggetti a registrazione particolare
I documenti soggetti a registrazione particolare - ¢ che, quindi, non devono essere protocoilati e

sono soggette a inserimento e registrazione in apposite piattaforme o applicativi informatici

aziendali, regionali o minisier salvo che i responsabile della struttura ritenga necessaria

comungue la registrazione sul protocollo generale sono i seguenti:

Contraiti e convenzioni:

- Delibere/determine;
- Verbali di adunanze;

- Denunce di infortunio;
-~ Fatrure emesse
rrrrr Fatture ricevute;
Mandati di pagamento:
Ordinativi di acquisto:
~  Reversali di incasso;
Pubblicazion: Albe on-line:
Il software di produzione ¢ conservazione di queste tipologic particolari di documenti deve
conscntire di eseguire su di essi tutie ke operazioni previste per il protocetlo informatico.
Gl altri documenti che non devonoe essere protocollati sono i seguenti:
= Documenti di trasporto;
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Documenti di occasione (biglietti augurali, condoglianze, congratulazioni varie ece.):

o

Comunicazione, da parte di altri enti, di bandi di concorsa:

s

~stratti conto bancari;
Lettere accompagnatorie di fatture;
Ofterte/preventivi di terzi non richiesti o non inerenti a gare:

~ Ricevute di ritomo delle raccomandate;
- Ceduolino stipendiale;
- Modello CL:
= Cartellino delle presenze/assenze;
~  Richieste ferie, permessi retribuiti, missioni:
2.4.11 Casi particolari
Di seguito vengono fornite indicazioni pratiche riguardanti comportamenti operativi da adottare in
cast specitict,
2.4.11.1 Documenti privi di firma
[ documenti in arrivo privi di firma vanno protocollati.
Aglr addetti alla registratura spetta solo il compito di certificare che quel documento in arrivo @
pervenuto in quel modo e in quelle forme determinate, non quello di invilare il mittente a sanare la
situazione,
Sard poi compito della UOC valutare caso per caso. ai fini della sua cfficacia ris guardo & un
procedimento amministrativo, le conseguenze della mancanza della firma,
2.4.11.2 Documento anonimo

documenti anonimi vanno protocollati, infatti il protocollista deve solo attestare che un
determinato documento ¢ pervenuto, cosi com'e. Nel campo "Mittente” si indica "Anonimo.
2.4.11.3 Documenti in partenza con pit destinatari

Qualora i destinatari di un documento in partenza siano pit di uno & autorizzata la spedizione di

copie dell'oniginale sia per competenza che per cong

cnza. La registrazione di protocollo € unica e
viene riportata solo sul documento in originale, i destinatari sone indicati in appoesith elenchi da
associare alla minuta del documento ¢ alla registrazione di protocollo secondo le modalita previste
dalla gestione anagrafica del sistema.

24.11.4 La registrazione di contratti, convenzioni, accordi e protocolli di intesa AQUP ¢

effctiuata attraverso apposita sezione disponibile nella medesima piattatorma informatica di
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prmm:ollo ¢ gestione documentale, secondo e modalita che saranno descritte nel manuale
dell"applicative disponibile nella Intranet AQOUP.

L contratti sottoseritti con firma digitale vengono sempre acquisiti nel sistema mediante associazione

alla nispettiva scheda di registrazione: | contratii sottoseritti con fimma autc

Lt

'm.z

dopo la

registrazione, possono essere deyuisiti mediante associazione della relativa copia per immagine.
[T sistema provvede altresi all’eluborazione del Repertorio contratti, progressivo ed annuale,
consentendone I'eventuale estrazione in copia, analogica o digitale,

l.a re

nstrazione del contratto deve avvenire. ove possibile. contestualmentc al perfezionamento
dell"atio o comungue entro | medesimi termini previsti per le registrazione di protocollo.

I caso di settoserizione con firma autografa, la dara di perfezionamento del contratio da inscrire in
ase di registrazione corrisponde alla data di sottoscrizione da parte dell ultimo contraente.

o

rantita

I caso di sottoscrizione con firma digitale la data certa della sottoscrizione contrattuale ¢
dall"apposizione della marca temporale.

Per le pubblicazioni all’Albo on-line AOUP si rimanda alle appostle lince guida di pubblicazione.
Otferte per gare, appalti, ece in busta chiusa e sigillata.

La corrispondenza cartacea che riporta la dicitura “offerta™ o “gara d'appalto™ o dalla cui
confezione si possa evincere la partecipazione ad una gara, non vienc aperta, ma viene protocollata
a busta chiusa: le operazioni di segnatura vengono praticate direttamente sulla busta chiusa.
Sull'esterno della busta. accanto alla segnatura di protocollo, viene annotato 'orario di arrivo
unicamente nei casi in cui il documento venga consegnato brevi manu oltre il limite orario stabilito

¢

nel hando o nellavviso pubblico: fa specifica oraria viene pertanto a contrassegnare soltanto le

offerte pervenute oltre la prevista scadenza,

[plichi. cosi rattati, vengono poi trasmessi all ufficio procedente,

Dopo Papertura delle buste sard cura dell Ulficio che gestisce la gara dappaito riportare
eventualmente gli estremi di protocollo sui documenti, conservando in alle egato la busta stessa.

Per la documenazione delle « gare telematiche, AOUP utili

7za la plattaforma all uopo preposta.
La registrazione deve esscre effettuata sulla base degli elementi rilev abili sulla busta o involto,
elementi che devono essere specificat: nei relativi bandi; Ia segnatura deve essere apposta sulla

husta ¢ sull'involfs chiusi,
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Qualora 1l phee contenente la documentazione non sia intero. ovvero la busia presenta delle
lacerazioni la firma dell’operatore della ricevuta di consegna & accompagnata dall annotazione

“Plico pervenuto non integro”.

annotazione assieme

[a stessa v data, ora di ricezione ed alla firma leggibile dell operatore.
viene riportata sulla busta contenente 'offerta o la domanda.

Allatto della registrazione Poperatore riporta al protocollo dei plichi .. nel campo “note” la
stessa annotazione riportata sulla ricevuta rilasciata al corriere ¢ sulla busta dandone immediata
comunicazione al responsabile dell ufficio protocollo,

Qualora per errorc vengano aperte buste afferenti a procedure di gara le stesse sono
immediatamente richiuse con nastro adesivo, viene riportata sul lembao aperto la dicitura = aperta per

errore” ¢ la busta viene trasmessa all’UOC competente accompagnata da una nota di trasmissione

nelia quale si evidenziano Pora ed 1l giorno di apertura della busta, il nome dell’ operatore che ha
materialmente aperta ¢ le modalita con cui ¢ stata chiusa.

Una volta aperte le buste, la segnatura deve essere apposta, a cura del Presidente della commissione
dappalio o di concorso, anche sui documenti in esse contenuti,

2.4.11.5 Integrazioni documentarie

Si precisa che chi effettua le operazioni di registrazione a protocollo nen ¢ tenuto a sindacare sulla
congruitd formale ¢ sostanziale della documcntazione presentata, ma deve solo descrivere il
documento ed eventuali allegati.

Tale verifica spetta al responsabile del procedimento, che deve comunicare allinteressato 1a
necessita di eventualy integrazioni, indicare con precisione lindirizzo al quale inviarle, specificare
se l'assenza della documentazione comporta interruzione o sospensione del procedimento.

[ documenti presentati ad integrazione devono essere protocollati ed inseriti nel fascicolo relativo.
2.4.11.6 Atti giudiziari

La notifica degli atti giudiziari indirizzati alla AQUP avviene nei modi se 2ouenti

a) Documentazione analogica: secondo la direttiva del 5 12 Prot. o, 0075463 “ghi ati di
notifica che vengono recapitati a mano da parte di un Utliciale Giudiziario. Carabinieri o

posta quali nicorsi, sentenze pignoramenti. cartelle esattoriali devono essere conscgnati

presso I'Utficio Protocelio.
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Un addetto specificatamente indicato dal Responsabile dell ulficio Protocollo, provvederd a porre la
firma per la relativa ricevuta e tempestivamente provvedera all’obbl igalorta attivita di registrazione

miormatica degli atti nonché al cons

cuente immediato smistamento presso ghi ufficl competenti.

by Documentazione informatica: nella notifica deli':

fo tramite PEC il campo “OGGETTO” della
PEC dovra contenere, cosi come previsto dall*art. 3 bis comma 4 della L. 33/94, la scpuente frase

notificazione ai sensi della legge n. 33 del 19947,

Nella tase por di protocollazione dell’atto giudiziario pervenuto tramite PEC operatore di
protocollo  provvedera  a  registrarc ¢ segnare la relata  di  notificazione  telematica.

2.4.11.7 Domande di partecipazione a concorsi, avvisi, selezioni. corsi e borse di studio

La cormspondenza ricevuta con rimessa diretta dall'inieressato, o da persona da questi delegata.

viene protocotlata al momento della presentazione. dando rices di consegna con gli estremi
della segnatura di protocollo.

Con la medesima procedura deve essere trattata lu corrispondenza ricevuta in formato di oitale o per
posta.

2.5 Classificazione ¢ fascicolazione

2.5.1 La Classificazione e il titolario

La classificazione ¢ operazione finalizzata alla organizeazione dei documenti, secondo un
ordinamento logico, in relazione alle competenze, alle funzioni e alle attivita dell’ Azienda.

Tutti i documenti, ricevuti o prodotti. indipendentemente dal supporto sul quale sono formati, anche
pon registrati nel sistema di protocollo informatico. sono classificati in base al Titolario di
Classificazione, riportato nell allegato C.

L atribuzione di un indice di classificazione, derivante da uno schema strutturato gerarchicamente

{Titolarioyserve ad assegnare a ciascun documento un codice identificativo che inteerato con il

numere di protocoilo collega il documento ad un fascicolo.
La clagsificazione dei documenti in arrivo ¢ eflettuata dalle unita di protocollazione abilitate.
La classificazione dei documenti in partenza ¢ effettuata dagli utfici produtton.
Hitolario dell’ AOUP & strutturato;
TITOLO = Area Gestionale
LASSE = Area di Competenza
FASCICOLO = Pratica
DESCRIZIONE ~ Materia ¢ compelenae



IFtitolario puo essere aggiornato in caso di variazione o attribuzioni.

2.5.2. 1 fascicoli e la serie

Le pubbliche amministrazioni danno luogo a fascicoli informatici contenenti atti, documenti ¢ dati

relatvi ad un procedimento amministrativo, al fine di adempiere agli obblight imposti dalla

normativa per una corretta gestione documentale.

Atv sensi del comma 2-bis dell"art. 41 del CAD. “l1 fascicolo informatico & realizzato parantendo la

possibilita di essere direttamente consultato od alimentato da tutle le amministrazioni coinvolie nel

procedimento {...|.”

Ogni fascicolo ¢ individuato dall’anno di istruzione. dall’oggetto e dall indice di classificazione.

1l fascicolo relativo ad un procedimento amministrativo deve essere aperto al suo avvio ¢ richiuso

alla sua conclusione.

Elemento essenziale del sistema di gestione documentale ¢ il repertorio dei fascicoli, ossia 1elenco
aggiornato ¢ ordinato dei fascicoli istruith nell’anno solare all interno di una classe e/o sottoclasse,

contenente 'oggetto dell’atfare o del procedimento amministrative, Uindice di classilicazione

completo,

All'interno di uno stesso fascicolo possono esserc presenti documenti cartacei e documenti
mformatici (fascicolo ibrido) in questi casi 2 necessario che v enga mantenuto i legame logico tra le

due tipologie di documenti appartenenti al medesimo fascicolo,

Per seric s'intende invece un raggruppamento dettato da esigenve funzionali, di documenti con

carateristiche omogenee in relazione alla natura alla forma dei documenti o in relazione all’oggetto

¢ alla materia.

Le seric sono conservate a cura delle UU.OO. di competenza.,

2.5.3.11 repertorio dei fascicoli

I repertorio ¢ un registro informativo integrato nella procedura di gestione  documentale

dell’ Azienda, vssia U'elenco ordinato ed aggiomato dei fascicoli istruiti nel corso dell anno solare

all'interno di ciascuna classe e/o sottoclasse, contenente alre all’oggetto dell’aflure o del

procedimento amministrativo, {indice di classificazione completo.

Sul repertorio dei fascicoli ¢ annotata anche la movimentazione dei fascicoli da un ufficio all’altro e

dall’archivio corrente a quello di deposito.

All'interno di tale applicazione & prevista una procedura specifica per produrre gli elenchi di

versamento dei fascicol chiusi da trasmettere allarchivio aviendale
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PARTE TERZA
Sistema di conservazione dei documenti

3.1. Archivio deli’ Aoup
Lrarchivie dellPAOUP & costitito dal complesso dei documenti prodotti ¢ acquisiti dall* Azienda
ref corso dello svolgimento delle attivita e i divide in

- Archivio corrente;

- Archivio deposito;

- Archivio storico;
3.L1 L'archivio corrente ¢ costituito dal complesso dei documenti relativi a procedimenti
amministrativi @ pratiche in corso non ancora conclusi,
Claseuna L0, gestisce ed organizza i documentt ¢ | fascicoli di propria competenza, garantendo
attraverso il medesimo indice di classificazione, la corrispondenza tra fascicolo informatico ed
eventuale fascicolo cartaceo.
Per la consultazione da parte di ulenti esterni si applicano le disposizioni in materia di accesso alla
documentazione amministrativa,
3.1.3. Archivio di deposito raccoglie, ordina e seleziona ai fini della conservazione permanente ¢
rende consultabile nel rispetto delle leggi vigenti, la documentazione prodotta dall’ AOUP negli
ultimi 40 anni, che s¢ non pil strettamente necessaria alla trattazione dei procedimenti correnti, pud
tornare utile per | Azienda.
3.1.3. Archivio storico ¢ il complesso di documenti relativi a procedimenti amministrativi e affari
esauriti da oltre 40 anni e destinato alla conservazione permanente, ai fini di garantirne in forma
adeguata la libera consultazione per finalita culturali ¢ di ricerca.
3.1.4. Versamento dei fascicoli in archivie di deposito

A conclusione del procedimento amministrative ¢'o af

we, 1l titolare del procedimento decide se

conservare ancora per un certo periodo di tempo il fascicolo chiuso presso il servizio di competenza

o elfertuare il passaggio nell archivio di deposito.

e sfoltito da witta la documentazione

Prima del passaggio in archivio il fascicolo deve css

supertlua.

H versamento nell archivio deve essere effertuato rispettando [ organizzazione che i fa

cicoli e le

serie avevano nell archivio corrente e deve essere corredato dall’elenco di versamento contenente

36



Pindicazione di tutti © fascicoli ¢ le serfe trasmessi, redatio e conservaio in copia a cura del
responsabile del servizio,
All'interno dell’applicazione di protocollo ¢ prevista una procedura specifica per produrre gl

elenchi di versamento.

pa—

It tale operazione deve restare traceia nel sistema di protocolio informatico,

3.1L.5. Movimentazione dei fascicoli in archivio

["affidamento temporaneo di un fascicolo giacente in archivio di deposito avviene mediante
richiesta di consultazione da parte del Servizio stesso: di tale movimentazione deve essere tenuta
traccia con una apposiia annotazione di carico e scarico, nella quale sono riportate la data della
richiesta. la data della restituzione ed eventuali note sullo stato della documentazione,

St applicano per la custodia dei documenti contenenti dati persenali, le disposizioni di legge sulla
tutela e riservatezza dei dati personali.

3.1.6. Organizzazione del sistema di conservazione aziendale

Nel sisiema di conservazione ai sensi del DPCM del 13.10.2013 si individuano almeno i seguenti
ruplt:

a) produttore, la persona fisica o giuridica o interna o esterna al sistema di conservazione che
produce il pacchetto di versamento ed & responsabile del suo contenuto nel sistema di
conservaziong;

Per FAOUP la figwra del preduttore ¢ identificata con ciascun responsabile di struttura
organizzativa che produce il fascicolo secondo il sistema adottato dall’ Azienda per trasmetterlo al
sistema di conservazione che sono indicate nel manuale tecnico di conservazione. Con la
trasmissione avviene ['acquisizione da parte del sistema di conseryazione del pacchetto di
versamento per la sua presa in carico.

La presa in carico segna esito positivo della trasmissione del pacchetto di versamento. In caso di

rifiuto del pacchetio, qualora gli oggetii contenuti nel pacchetto non siano coerenti con le modalita
previste nel manuale di conservazione. questo ritorna al produttore con indicazione dell esito della
vertlica,
b) utente: ¢ individuato nella persona o nell’ente che interagisce con i servizi di un sistema di
gestione informatica det documenti ¢/ sistema di conservazione dei documenti informatici

al fine di fruire delle informazioni di interesse.
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Secondo fe modalita stabilite dal manuale tecnico di conservazione il Responsabile della
conservazione prepara e sottoscrive il pacchetto i distribuzione che viene generato a
seguito di vichiesta di accesso agli atti o esibizione ¢ conticne i documentt informatici atti a
soddisiare fa richiesta dell Utente.

¥

¢) responsabile della conservazione: € colui che definisce ed attua le politiche complessive del

]

sistema di conservazione ¢ ne governa la gestione con piena autonomia ¢ responsabilita. [l

1sabile prepara e sottoscrive il pacchetio di distribuzione.

3.2il Massimario di conservazione e scarto

Lo scarto rappresenta lo strumento per gestire in manicra ordinata un archivio permettendo di
conservare permanentemente selo la documentazione che mantiene un rilieve giuridico -
amministrativo o che ha assunto un valore storico e di eliminare la documentazione non pin atile,

Le operazioni di selezione e scarto dell” AOUP. sono curare in base al Massimario di conservazione
¢ searto dei documenti amministrativi e sanitari redatto dal Responsabile della transizione digitale.

CUl sl rnvia.



PARTE QUARTA
Approvazione e aggiornamento del manuale - pubblicita
4.1. Modalita di approvazione e aggiornamento del manuale

L'AOUP provvede a definire ¢ & rendere disponibile per via telematica Pelenco  della

documentazione richiesta per i singoli procedimenti. i moduli ¢ i lormulari validi ad o gni effetto di

legge, anche ai fini delle dichiarazioni sostitutive di certificazione ¢ delle dichiarazioni sostitutive di
notorietad.

[I presente Manuale ¢ approvato con Delibera del Direttore Generale dell’Azienda AOUP su
proposta del responsabile C S, Affari Generali.

I} presente Manuale ¢ soggetto a revisione ordinaria. su iniziativa del Responsabile del Servizio

Gestione Documentale, quando si ravvisi la necessita ed opportunita di modifica di parte dei

;i

ontenuti in ragione di nuove disposizioni legislative o regolamentari o per ragioni organizzative -
gestionali aziendali in termini di efficacia, efficienza e trasparenza o dell” inadeguaterza delle
procedure rilevate nello svolgimento dell ativita.

La modifica o I"aggiomamento di uno o di tutti i document allegati al presente Manuale non
comporta la revisione del Manuale stesso.

L aggiomamento del presente Manuale dovra essere oggetto di preventiva notifica alla competente
Soprintendenza Archivistica per la Sicilia

Atteso il rapide evolversi della legislazione in materia di gestione documentale ¢ di digitalizzazione
della’ P.AL st evidenzia che Il disposizioni normative citate. in vigore al momento

dellapprovazione, potrebbero subire variazioni a momenio dells aggiornamento  del presente

e

manuale.
Formazione del personale I! Responsabile della gestione documentale e della conservazione dovra

proporre gl adeguati percorsi di formazione per tutto il personale dipendente, in vista degh
adeguamenti previsti dalla normativa in materia di amministrazione digitale.

4.2.Pubblicita

I presente munuale & disponibile alla consultazione di terzi che ne possono prendere visione in
qualsiasi momento.

Inoltre. copia del presente manuale unitamente ai suoi allegatt ¢ pubblicata sul sito 1stituzionale

dell”’ AOUP, nella sezione “Regolamenti”.




Allegato A - GLOSSARIO
CTERMINE DEFINIZIONE

Accesso npuazwm che consente a chi ne ha diritto di prendere

visione ed estrarre copia dei documenti informatici

Accreditamento riconescimento, da parte dell” Agenzia per 'ltalia digitale,

del possesso dei requisiti del livello pit clevato, in
rermint di qualita ¢ sicurezza ad un soggetto pubblico o

privato, che svolge autivita di conservazione o di

cerlilicazione del processo di conservazione

Affidabilita caratteristica che esprime il livello di fiducia che utente

riponie nel documento informatico

Aggregazione documentale informatica Caggregazione di documenti informatici o di fascicoli

iy

informaticl.  riunitd per  caratierist

che omogenee. in
relazione alla natura e alla forma dei documenti o in
relazione all’oggetto ¢ alla materia o in relazione alle

funzioni dell’ente

Archivie Ccomplesse organice di documenti, di fascicoli ¢ di

o

aggregaziont documentali di qualunque narura ¢ formato,

prodottl ¢ comunque acquisiti da un soggetio produttore

i durante lo svolgimento deil attivita
I [ . A o LE e e S o~ s .
Archivio informatico | archivio costituito da documenti informatici, fascicoli
|
- informatict nonché aggregazioni documental:

informatiche gestiti ¢ conservati in ambiente informatico

red organizzativa «:}ma‘)géhéé un insieme di funzioni e di strutture. individuate dalla
amministrazione. che opera su tematiche omogenee ¢ che
presenty esigenze di gestione della documentazione in
modo unitario ¢ coordinato ai sensi dellarticolo 30,

comma 4, del D PR, 28 dicembre 2000, n. 448

I Attestazione di conformita delle copie dichiarazione rilasciata da notaio o aliro  pubblico
- per inumagine su supporto informatico di a o autorizzato  allegata o asseverata al




un documento analogico

documento infor malico

g

Autenticita

caratieristica di un documento informatico che inmmnu

di essere cid che dichiara di essere. senza aver subito
alterazioni o modifiche. 1. autenticita pud essere valutata
analizzando lidentita del sottoserittore ¢ lintegrita del

documente informatico

Rase di dati

- collezione di dati registrati ¢ correlati tra loro

Certificatare accreditato

possesso dei requisiti del livello pit elevato, in termini di

soggetlo, puhh!im o privato, che svolge attivita di
certificazione del processo di conservazione al quale sia

stato riconosciuto, dall” Agenzia per Ulalia digitale. il

qualita ¢ di sicurczza

Ciclo di gestione

Cinformatica o dell’archivio  informatico  dalla  sua

arco temporale di esistenza del documento informatico,
del fascicolo informatico, dell"aggregazione documentule
formazione alla sua eliminazione o conservazione nel

tempo

Classificazione

Csecondo uno schema articolato in voel individuate

attivita di organizzazione logica di i i documenti

attraverso specifici metadati

decreto legislanvo 7 marzo 2003, n. 82 e successive

modificazioni ¢ integrazioni

insieme di istruzion: o comand: soliware dir tmmgn!a

claborabili dai sistemi informatici

Conservatore accreditato

del hivello pia elevato, in termini di qualita e di sicurezza,

soggeto, pubblico o privato, che svolge attivita di
conservazione  al  quale  sia stato riconosciuto,

dall’Agenzia per I'ltalia digitale, il possesso dei requisiti

dall’ Agenzia per ["Ttalia digitale

Conservazione

insicme delle attivita {inalizzate a delinire ed attuare le




- politiche complessive del sistema di conservazione ¢ a

i

governarne  fa gostione  in relazione  al modello

organizzalivo  adottato ¢ descritto nel  manuale i

conservazione

Coordinatore della Gestione

Dacumentale

responsabile della definizione di criters

- Organizzative Omogenee

uniformi &

interna tra le AOO ai sensi di quanto disposto

000 net casi i

amminisirazioni  che  abbiano  istituito  pit Arce

Copia analogica del documento

imformatico

- documento analogico avente contenuto identico a quello

del documento mformarico da cui ¢ tratto

- Copia di sicurezza

- presenti regole teeniche per il sistema di conservazione

copta  di - backup  degli  archivi del sisterna  di

conservazione prodotta ai sensi dell’articolo 12 delle

3

Destinatario

identifica il soggetto/sistema al quale il documenio

wniormatico & indirizzato

- Duplicazione dei documenti informatici

produzione di duplicati informatici

Lsibizione

operazione che consente di visualizzare un documento

Cconservato ¢ di otienerne copla

bstratto per riassunto

documento nel quale si attestano in maniera sintetica ma
esaustiva fath, stati o qualita desunti da dati o documenti

in possesso di soggetti pubblici

Evidenza informarica

cuna sequenza di simboli binart (hity che pud essere

claborata da una procedura informatica

Iascicolo informatico

allesercizio di una specilica attivita o di uno specifico

Aggregazione strutturata ¢ univocamente identificata di

att, documenti o dati informatici, prodoitt ¢ funzionali

procedimento.  Nella  pubblica  amministrazione il

ascicolo  informatico  collegato  al  procedimento
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amministrativo ¢ creato e gestito secondo le disposizioni

stabibite dall articolo 41 del Codice,

Formaio

modalita di rappresentazione della scquenza di bir che

costituiscono il documento informatico: comunemente ¢

identificato attraverso estwensione del file

Funzionalita a

le uleriori  componenti del sistema di protocolio |

informatico  necessarie  alla gestione  del  flussi

documentall, alla conservazione dei documenti nonché

alla accessibilita dellc informazion:

Funzionalita interoperative

fc componenti del sisterna di protocollo informatico
finglizzate  a  rispondere  almeno  ai  requisiti i
interconmessione i cul all’articolo 60 del D.P.R. 28

dicembre 2000, i, 443

Funzionalita minima

la componente del sistema di protocollo informatico che
rispetia 1 requisiti di operazioni ed informazioni minime

di cui all*articole 36 del D P.R. 28 dicembre 2000, n. 445

Funzione di hash

una funzione matematica che genera. a partire da una |

evidenza informatica, una impronta in modo tale che

risults di fatto impossibile, a partire da questa, ricostruire

8
&

P'evidenza informatica originaria e gencrare impronte |

uguali a partire da evidenze informatiche differenti

Generazione avtomatica di documento

informatico

tormazione  di documenti  informatici  effettuata

direttamente dal sistema informatico al verificarsi di

determinate condizioni

[dentificativo univoco

sequenva di carattert alfanumericl associata in modo |

univoco ¢ persistente al documento informatico, al

N

fascicolo  informatico,  all’aggregazione  documentale

informatica, in modo da consentire I'individuazione

Immodificahil u

caratteristica che rende i1 contenuto del documento

mformatico non alterabile nella forma e nel contenuto
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Cstaticitd nella conservazione del documento st

durante 1'intero ciclo di gestione ¢ ne garanlisce la

Impronta

la scquenza di simboli binari (bity i lunghezza

predetinila generata medianie Mapplicazione alla prima di

una opportuna tunzione di hash

hsnmc mingne di memddu ded

documento informatico

fcompless

del metadaii, la cui strutiura ¢ deseritia

nellallegato 5 del presente decreto, da associare al
documento informatico per identificarne provenienza ¢

natura e per garantirne la tenuta

Integritd

~insieme delle caratteristiche di un documento informatico

che ne dichiarano la qualita di essere completo ed

malierato

Interoperabilita

capacitd di un sistema informatico d: interagire con altri

- sistemi informatici analoghi sulla base di requisiti minimi

| condivisi

insieme delle caratteristiche in base  alle quali le

informazioni contenute nel documenti informatict sono

fruibili durante Uintero ciclo di gestione dei documenti

lLog di sistema

registrazione cronologica delle operazioni eseguite su di

un sistema informatico per finalita di controllo ¢ verifica

degli accessi. cppure di registro ¢ tracciatura  dei

cambiamenti che le transazioni introducono in una base di |

dan

\i anuale di conservazione

strumento che descrive il sistema di conservazione det

document: informatict at sensi dell’ articolo 9 delle !CLDlL}

tecriche del sistema di conservazione

\?&mmi di gestione

cel protocoile informatico

strumento che deserive il sistema di gestione informatica

~der documenti di cul all’articelo 5 delle regole teeniche ;

deile regole tecniche
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per if protocotlo informatico [D.P.C.M. 31 ottobre 20

successive modificazioni e integrazioni

Memortzzazione

Csupporto, attraverso un processo di elaborazione, di

processe di - trasposizione su un qualsiasi idoneo

documenti analogici o informatici

Metadat

insieme di dati associati a un documenio informatico, v 4

un  fascicolo  nformatico. o ad  un'a wzione

documentale informatica per identificarlo e descriverne il
contesto, il contenuto e la struttura. nonché per
permetterne la gestione nel tempo nel sistema  di

conservazione: tale insieme ¢ descritto nellallegato 3 del

presente decrero

Pacchetto di archiviazione

- contenute nell’allegato 4 del presente decreto e secondo

pacchetto informative composto dalla trasformazione di

uno o pit pacchetti di versamento secondo le specifiche

le modalita riportate nel manuale di conservazione

Pacchetto di distribuzione

- conservazione all"utente in risposta ad una sua richicsia

pacchetto  informativo  inviato  dal  sistema  di

Pacchetto di versamento

pacchetto informative inviato dal produttore  al

sistema i conservazione  secondo  un i“ormato,

Conservazione

predefinite e concordato  descritto nel manuale di

- Pacchetto informativo

contenitore che racchiude uno o pid oggetti da conservare

- soht metadati riferiti agli oggetti da conservare

Jtt
(documenti nformatict, fascicoli informatici,

aggregazioni documentali informatiche), oppure anche i

Piano della sicurezza del sistema di

conservazione

informatici da possibili nschi nell’ambito

documento che, nel contesto del piano gencrale di

sicurezza, descrive e pianifica le  ativita volte a

proteggere il sistema di conservazione dei documenti

4o
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dell’ organizzazione

Piano della sicurezza del sistema di

gestione informatica dei document

Prano di conservazione

documento. che. nel contesto del piano generale di
sicurezza,  deserive e pianilica le awivita volic a|

il sistema di gestione  informatica  dei

documents da passibili rischi nell’ambito

dell’organizzazione di appartenenza

strumento, inl‘cgralu con i sistema di cls

sificazione per

la definizione det criteri di o carizzazione Jdetlarchivio,

di selezione periodica e di conservazione ai senso dell”art,

68 del D.P.R. 28 dicembre 200, n. 445

Piano generale della sicurezza

documento per la pianificazione delle attivita volte alla
realizzazione del sistema di protezione e di wtie ko
possibili  azioni indicate dalla  gestione del rischio

nell’ambito del! ‘ox'gam,izxa.zione dr appartenenza

i Presa in carico

accettazione da parte del sistema di conservazione di un

* pacchetto di versamento in quanto conforme alle modalita

previste dal manuale di conservazione

Processo di conservazione

insierne delle attivita finalizzate alla conservazione dei

documenti informatici di cui all’articolo 10 delle

teeniche del sistema di conservazione

Produttore

persona  lisica o giuridica, di norma  diversa  dal
soggetto che ha formato il documento, che produce il

pacchetto  di versamento  ed ¢  responsabile  del

trasferimento del  sue conwnuto nel  sistema i

conservazione. Nelle pubbliche  amministrazioni, tale

figura  si identifica con responsabile della gestione

el

documentale

i

i\ap orto di versamento

documento informatico che attesta Pavvenuta presa in
carico da parte del sistema di conservazione du pacchett

di versamento inviati dal produtiore




| Registrazione informatica insteme delle informazioni visultanti da  transazioni
mlormatiche o dalla presentazione in via telematica di
dati attraverso moduli o formulari resi disponibili iy vario

modo all urente

Registro particolare registro informatico di particolari tipologie di atti o
documenti: nell’ambito della pubblica amministrazione &
previsto ai sensi dell'articolo 33, comma 5 def D.P.R. 28

dicembre 2000, n. 445

Registro di protocollo " registro informatico di arti ¢ documenti in ingrcssu e in
uscita che permette la registrazione e !identificazione
univoca del documento informatico all’atto della sua
immissione  cronologica  nel  sistema  di gestione

informatica det documenti

Repertorio informatico registro informatico che raccoglic 1 dati registrati
direttamente dalle procedurc informatiche con cui si
formano altri atti e documenti o indici di atti ¢ documenti
secondo un criterio che garantisce  |'identificazione

univoca del dato all’atto della sua immissione cronologica

Responsabile della gestione dirigente o funzionario, comunque in possesso di idonei
decumentale o responsabile del servizio | requisiti professionali o di  professionalita  tecnico

per la tenuta del protocollo informatico, | archivistica, preposto al servizio per la tenuta  del

della gestione dei flussi documentali e protocollo  informatico.  della  gestione  dei  {lussi
degli archivi documentali ¢ degli archivi, ai sensi dell’articolo 61
del DPR. 28 dicembre 2000, n. 445, che produce il
pacchetto di versamento ed effettua il trasferimento del

| suo contenuto nel sistema di conservazione

Responsabile del trattamento dei dat la persona fisica, la persona giuridica. la pubblica

o

soctazione od

amministrazione ¢ qualsiasi aliro ente, ¢
Corganismo preposti dal titolare al trattamento di dati

personali
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| Responsabile della sicurezz:

{
i

~Riferimento lemporale

| soggetto al quale compete la definizione delle soluzioni

tecniche ed organizzative in attuazione delle disposizioni

in materia di sicurezza

Capposizione ¢ responsabile il se

informazione contencente 1a dara e Uora con riferimenta al

Tempo  Universale  Coordinato (UTCY,  della cui

g

getto che forma 1)

documento

- Rearto

npud/mz\ con cui si eliminano, secondo quanto previsio
dalla normativa vigente, 1 documenti ritenuti privi di

valore amministrativo e di interesse storico culturale

| sistema di classificazione

strumento che permette di organizzare tutti i document |

secondo un ordinamento logico con riferimento  alle

=

funziont e alle attivita dell'famministrazione interessata

Sistema di conservazione

sistema di conservazione dei documenti informatici di cui

all"articodo 44 del Codice
Sisterma di pestione informatica dei nell’ambito della pubblica amministrazione ¢ il sistema di |
| documenti cui all'articolo §2 del D.P.R. 28 dicembre 2000, n. 445;

per 1 oprivati & il sistema che consente la tenuta di un

documento informatico

- Caralteristica che garantisce assenza di tutti gl element

dinamici, quali macroistruzioni, rilerimenti estern! o
codict eseguibili, ¢ assenza delle informazioni di ausilio

alla redazione. quall annotazioni. revisioni, segnalibri.

gestite dal prodotto software utilizzato per la redazione

Transazione informatica

| parlicularc evento  caratterizzato  dall"atomicita,

sistenza, ntegritd e persistenza delle modifiche della

sase di dati

Testo unico

decreto del Presidente della Repubblica 28 dicembre

2000, n 443, ¢ successive modificaziond

Ulicio utente

riferito ad un area organizzativa omogenea. un ufficio
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dellarca stessa che utilizza i servizi messi a disposizione

dal sistema di protocollo informatico

Ultente

persona, ente o sistema che interagisce con i servizi di un

sistema di gestione informatica dei documenti /o di un

sistema per la conservazione dei documenti informatici.

- al fine di fruire delle informazioni di interesse

Versamento agli archivi di stato

operazione con cui il responsabile della conservazione di

un organo giudiziario o amministrativo dello Statoeffettua

Hinvio aghi Archivi di Stato o all’ Archivie Centrale dello

Stato della  documentazione destinata ad  essere  ivi
conservata ai sensi della normativa vigente in materia di

beni culturali
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ALL. B
LINEE GUIDA PER LINSERIMENTO E L'AGGIORNAMENTO DE! DATI NEL
PROTOCOLLO INTORMATICO E PER LA COMPILAZIONE DELTA BANCA/HE DATI
ANAGRAFICHE

I. La descrizione dei corrispondenti ¢ la redazione degli oggetti si effettuano dal generale al
particolare.
Nel caso di un oggetto, la prima parte é costiluita dall’argomento generale del documento (es.
costruzione dell’edificio in via Cavour). mentre la seconda & costituita dalle informazioni
specifiche del documento (es. procedura di gara),
Nel caso di un corrispondente, la prima parte & costituita dalla struttura principaic {es. Ministero

dell’Istruzione). mentre la seconda parte ¢ costituita dalla specificazione della struttura interna

. L'uso delle maiuscole deve essere limitato allo stretto necessario. ossia;

td

< allimire

3. Le sigle ¢ gli acronimi non si puntano e si riportane in maiuscolo, dopo la descrizione per esteso,
separati da uno spazio - trattino - spazio {es. Cassa di risparmio di Genova ~ CARIGE).

4. Per i numeri (al di fuori della toponomastica ¢ dei nomi di societa):

5. Le date si scrivono preferibilmente per esteso. con il nome del mese in minuscolo ¢ 1 anno
completo, ossia composto di quartro ¢ifre (¢s, 15 marzo 2015). I primo gioro del mese st indica
cort *1YT

6. Per gli accenti si usano le vocali con accenti gravi (6 0 4 1 U) ¢ non vanno inseriti utilizzando

Fapostrofo.



Regole per la descrizione dei corrispondenti

I. Le denominazioni dei corrispondenti si indicano per esteso, senza preposizioni, abbreviazioni o
segni di punteggiatura, con U'iniziale maiuscola e riducendo 1'uso delle maiuscole nel resto della
denominazione (es. Comune di Palermo - Consiglio comunale ).

2. Nel nomi di struttura composti da piti parole, la maiuscola va usata solo per la prima parola della

denominazione. Tuttavia ¢ bene rispettarc le convenzioni in uso per ciascuna struttura.

Descrizione corretta Deserizione non corretia
Universita degli Studi di Palermo Universita degli studi di Palermo

3 Inomi e gl indirizzt in lingua straniera si scrivono nella lingua originale e, di norma, non si
traduconc. Per questi nomi e indirizzi vanno tralasciati i caratteri speciall. Fa eccezione il nome
dello Stato, che va riportato in lingua italiana.

4. Nei nomi di persona fisica ¢ nelle anagrafiche di studi legali, tecnici ecc. non vanno indicati i

titoli appellativi o di qualificazione (avv.. ing.. ecc.). Se necessario. lo si inserisce dopo la

descrizione,

Descrizione corretla - Descrizione non corretia

Rossi Mario oppure Studio legale Rossi | Avy. Rossi Mario

Mario

L

- Gli uffici e gli organi delle amministrazioni e istituti si scrivono scguendo la struttura gerarchica

di cui fanno parte seguita dall articolazione funzionale.

Descrizione corretta - Descrizione non corrvetta

Unmiversita.  degli Studi di Palermo -~ Consiglhio  del Dipartimento  di  ingegneria
14 E ey

meccanica  dell' Universita  degli Studi di

|

- Palermo

Dipartimente  di ingegneria meccanica -

Consiglio

6. Gli acronimi, scritti senza punti. si riportano anche per esteso, separati da uno spazio, trattino,

spazio. Vanno seritti senza le virgolette.

Descrizione corretia Descrizione non corretla

INPS - Istituto nazionale della previdenza; INPS Palermo
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ciale - Sede di Palermo

=

Se una struttura ha pia sedi, la denominazione della sede va indicata dopo la descrizione della
strutiura. separata da questa da uno spazio, trattino, spazio {es. Associazione nazionale
archivistica italiana - ANAI - Sezione Sicilia).

8. Le sigle sindacali riunite si considerano come un nuove corrispondente rispetto agli stessi

cetti non aggregati. Per evitare ridondanze o prolissita, pud essere consentito di non

scioglicre gli acronimi delle sigle sindacali (¢s. CGIL - CISL - UHL).

9. Per le commissioni temporanee va utilizzata una specifica anagralica ¢ non le anagrafiche dei
suoi singoli componenti (es. Comune di Palermo - Commissione edilizia comunale)’,

10, Per i documenti pervenuti privi di lirma, ma con mittente identificabile, si indichera nel
campo note “Firma mancanic”.

I1. Per i documenti con mittente non identificabile per itleggibilita della firma, si utilizza il
corrispondente “Firma illeggibile™.

2. Per i documenti che non comprendone aleun elemento utile alla identificazione del mittente,
st utilizza il corrispondente “Anonimo™.

3. Llindirizzo postale si scrive in forma italiana rispettando i seguenti criteri:

10a modificare in base aifa propria organizzazione; s¢ si utilizza la PEC per {a convecazions, occorre
necsssanamente indicare | singoll componanti
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Regole per la descrizione degli oggetti

I

t

199

La descrizione dell’oggetio del documento ¢ un’operazione fondamentale che non prevede la
banale trascrizione dell’oggetto presente sul documento da registrare.

L oggetto del documento si redige analizzando il suo contenuto ¢ ricercando un equilibrio tra
analisi (specificita del contenuto) e sintesi (adeguato inserimento delle “parole chiave”
determinanti per una cventuale successiva ricerca del documento quando non in possesso di
precisi riferimenti),

Nella redazione dell’oggetto:

- v utilies

RRaisit e

documento:

. L7oggetto di un documento:

&

g di convocazione,

["oggetio di un documento in lingua straniera si riporta per esteso nella lingua originale seguito.
fud ) & foe o

s¢ possibile, dalla descrizione in lingua italiana.
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